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On a possible malware! infection...

You should disconnect your computer or mobile device from

the Internet as soon as possible when you suspect it has been

infected by malicious software (malware), e.g. a computer
virus. Afterwards, contact the inquiry counter as shown below.

Operating:system
and application

OS and application software
should always be up to date.

UPDATE

Software
installation

You may not install software
whose author or source is un-
known.

Inquiry

counter

Find out
more
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Security
software

You should install security soft-
ware (antivirus software) on your
computer or mobile device, and
keep its pattern file up to date.
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Password

You may not use the same pass-
word for different computer sys-
tems and services, and never
leak your passwords to others.

]

3

[=

E-Mail / csirt@tottori-u.ac.jp

You should consider the risk of
infecting your computer with mal-
ware or phishing when you click
an attached file or link in an e-maiil.

check!
http//www . % % %

s

Losit
and Stolen

You should never leave your
computer, USB memory stick or
other devices unattended. Pro-
tect them from theft.
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Tottori University Computer Security Incident Response Team (TU-CSIRT)
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